
 
    

  
 
 
 

DATA BREACH LIABILITY  

SUMMARY 

    

 
   

Small and midsize businesses need to manage their 
exposure to the financial risk that accompanies cyber 
threats. Data breaches come in many shapes and 
sizes. The average person hears "data breach" and 
probably thinks of hackers. But there are many kinds 
of cyber incidents, and most don't come from 
malware or ransomware. 

 

RESULTS 
 

TOTAL POTENTIAL LIABILITY 

$253,970  
 

 

 

TOTAL COUNT OF SENSITIVE DATA 
1090  

 
 

 

TOTAL COUNT OF MISSING CRITICAL 
PATCHES 

96  
 

 

 

TOTAL COUNT OF COMPUTERS 
MISSING ANTI-VIRUS/ANTI-SPYWARE 

DEFINITIONS 
0  

 

 

 

 

  

 

  

  
WHY IS THIS IMPORTANT? 

  

 According to a recent report by the Identity 
Theft Resource Center, there were more data 
compromises reported in the USA than in any 
year since the first state data breach notice law 
became effective in 2003. 
 
Today, identity criminals focus more on specific 
data types rather than mass data acquisition. 
The number of consumers whose data is 
compromised per year though, remains 
excessively high. 
 
 
 

 

 MOST IMPACTED COMPUTERS 

Computer Name Liability 

CPA-TEST $252,106 

CPATERM1 $1,864 
 

 

 

 

 

  


