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1 - Mailboxes 
 
 

1.1 - Administrator (Administrator@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

Change Permission, Change Owner 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.2 - adminV2 (adminV2@myco1COM.onmicrosoft.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.3 - Alert Bridge (alerts@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 



YOUR COMPANY 
MSP WEBSITE URL 
MSP PHONE 
MSP EMAIL  

Prepared for:  
Your Customer / Prospect 
Scan Date:  
2013/08/01 

 

 Page 9 of 79 

PROPRIETARY & CONFIDENTIAL  

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.4 - AlertSender (alertsender@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.5 - ben yellin (byellin@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.6 - Beth krickey (bkrickey@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.7 - bgelding (bgelding@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.8 - bvinings (bvinings@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.9 - ConferenceRoom (ConferenceRoom@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No None Allow 

Full Access, External Account, Read Permission No Descendents Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796297 

Full Access No All Allow 
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1.10 - dennis harold (Dharold@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.11 - Discovery Search Mailbox (DiscoverySearchMailbox{D919BA05-46A6-415f-
80AD-7E09334BB852}@myco1COM.onmicrosoft.com) 

 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Discovery 
Management{f1f3850b5246472c828ac837a30812
6b} 

Full Access No All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

Change Permission, Change Owner 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 

NT AUTHORITY\SELF Full Access, Read Permission No None Allow 

Full Access, External Account, Read Permission No Descendents Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.12 - Elvin hammond (ehammond@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.13 - ethan-paul christy (echristy@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.14 - fred thomas (fthomas@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 



YOUR COMPANY 
MSP WEBSITE URL 
MSP PHONE 
MSP EMAIL  

Prepared for:  
Your Customer / Prospect 
Scan Date:  
2013/08/01 

 

 Page 31 of 79 

PROPRIETARY & CONFIDENTIAL  

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.15 - hank\ joel (hjoel@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.16 - ieee Test Account (e2t@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.17 - James davis (Jdavis@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.18 - Jamie LaNier little (Jlittle@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.19 - Jessica Smith (jsmith@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.20 - Joe Costen (jcosten@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.21 - Kevin mayhem (kmayhem@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.22 - Madeleine west (mwest@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.23 - Managed Services Support (Support@mycoms.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.24 - marcus parish (mparish@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.25 - Mark summer (msummer@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.26 - masummer (masummer@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.27 - Michael mayhemon (mmayhemon@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.28 - mjmayhemon (mjmayhemon@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.29 - myco Tickets (rftickets@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.30 - Notify@myco (notify@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.31 - Pablo simpson (psimpson@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.32 - Paul krickey (pkrickey@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.33 - Sarah murray (smurray@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.34 - Support Group (supstaff@myco1COM.onmicrosoft.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NAMPRD04\Support Staff2193376 Full Access No All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\supst544741738168182 Full Access No All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 

NT AUTHORITY\SELF Full Access, Read Permission No None Allow 

Full Access, External Account, Read Permission No Descendents Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.35 - Tanya Williams (twilliams@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.36 - testcases (testcases@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 
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1.37 - Tony hughes (thughes@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 
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1.38 - wendell (wparson@myco.com) 
 

USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NAMPRD04\Administrator Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Domain Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Enterprise Admins Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Exchange Servers Full Access, Read Permission Yes All Allow 

NAMPRD04\Exchange Trusted Subsystem Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Managed Availability Servers Read Permission Yes All Allow 

NAMPRD04\Organization Management Full Access Yes All Deny 

Full Access, Delete Item, Read Permission, 
Change Permission, Change Owner 

Yes All Allow 

NAMPRD04\Public Folder Management Read Permission Yes All Allow 

NT AUTHORITY\NETWORK SERVICE Read Permission Yes All Allow 
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USER ACCESS RIGHTS 
IS 
INHERITED 

INHERITED 
TYPE 

ALLOW/
DENY 

NT AUTHORITY\SELF Full Access, Read Permission No All Allow 

NT AUTHORITY\SYSTEM Full Access Yes All Allow 

PRDMGT01\View-Only Organization Management Read Permission Yes All Allow 

S-1-5-21-786631055-291402840-957552206-
796300 

Full Access No All Allow 

 


