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1 - Domain: IRCPA 
 

1.1 - IRCPA\administrator 
 

COMPUTER WINDOWS SERVICE ENABLED RUNNING 

 PACS Security Service   

 PACS Site Controller   

 TAAppSvr   

FILESERVER2 Distributed Scan Server service   

KYLE-HP308 SQL Server (SQLEXPRESS)   

KYLE-HP308 SQL Server (SQLTRAINING)   

CA-CSIMPSON SQL Server Reporting Services (CHARLES)   

CA-PRINTSVR Distributed Scan Server service   

 

1.2 - IRCPA\sqlsvrrun 
 

COMPUTER WINDOWS SERVICE ENABLED RUNNING 

CA-GISSDE SQL Server Agent (MSSQLSERVER)   
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1.3 - IRCPA\sqlsvrservergis 
 

COMPUTER WINDOWS SERVICE ENABLED RUNNING 

CA-VAL SQL Server Agent (MSSQLSERVER)   

 

1.4 - IRCPA\ta01 
 

COMPUTER WINDOWS SERVICE ENABLED RUNNING 

CA-VAL PACS Security Service   

CA-VAL PACS Site Controller   

CA-VAL TAAppSvr   

 

1.5 - IRCPA\tlitwfrcmbr 
 

COMPUTER WINDOWS SERVICE ENABLED RUNNING 

CA-PRINTSVR spiceworks   

 Microsoft Azure AD Sync   
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2 - Domain: IRCPA.ORG 
 

2.1 - IRCPA.ORG\administrator 
 

COMPUTER WINDOWS SERVICE ENABLED RUNNING 

FILESERVER1 Acronis Managed Machine Service   

FILESERVER1 SQL Server (MSSQLSERVER)   

FILESERVER1 OpenSSH Server   

FILESERVER2 Acronis Managed Machine Service   

 

2.2 - IRCPA.ORG\administrator 
 

COMPUTER WINDOWS SERVICE ENABLED RUNNING 

FILESERVER1 Acronis Managed Machine Service   

FILESERVER1 SQL Server (MSSQLSERVER)   

FILESERVER1 OpenSSH Server   

FILESERVER2 Acronis Managed Machine Service   
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3 - Domain: NO DOMAIN 
 

3.1 - NO DOMAIN\ams user 
 

COMPUTER WINDOWS SERVICE ENABLED RUNNING 

CA-PRINTSVR Acronis Management Server Service   

 Acronis Management Server Service   

 

3.2 - NO DOMAIN\arcgis 
 

COMPUTER WINDOWS SERVICE ENABLED RUNNING 

CA-GISSDE Portal for ArcGIS   

 

3.3 - NO DOMAIN\qbdataserviceuser27 
 

COMPUTER WINDOWS SERVICE ENABLED RUNNING 

 QuickBooksDB27   

  


