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1 - Domain: ircpa.org 
 
 

1.1 - 1001westerfield-deskpc 
 

Operating System Windows 10 Pro 

DNS Name(s) 1001westerfield-deskpc.ircpa.org 

IP Address(es) fe80::e50e:653e:48fb:581a%10,176.16.19.36 

 

Interactive Logon Failures (logon at keyboard and screen of 
system) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 IRCPA\DBISCOE 2 2 2 

 IRCPA\bortiz 1 1 1 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 



YOUR COMPANY 
MSP WEBSITE URL 
MSP PHONE 
MSP EMAIL  

Prepared for:  
Your Customer / Prospect 
Scan Date:  
2019/01/18 

 

 Page 4 of 36 

PROPRIETARY & CONFIDENTIAL  

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa.org 21 27 27 

 guest 2 2 2 
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1.2 - 4001WAYNEG-CA 
 

Operating System Windows 10 Pro 

DNS Name(s) 4001wayneg-ca.ircpa.org 

IP Address(es) 176.16.19.24 

 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 15 15 15 
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1.3 - BRUCEHPZ230 
 

Operating System Windows 10 Pro 

DNS Name(s) brucehpz230.ircpa.org 

IP Address(es) fe80::d9b8:475b:f9c3:2361%3,176.16.19.32 

 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 30 66 66 
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1.4 - CA-AUTOMATE 
 

Operating System Windows 7 Professional 

DNS Name(s) ca-automate.ircpa.org 

IP Address(es) fe80::e1:1cfe:77c7:f081%10,176.16.19.62 

 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 30 138 204 

 guest 2 5 9 

 IRCPA\ca-PRINTSVR$ 0 1 1 
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1.5 - CA-CSIMPSON 
 

Operating System Windows 10 Pro 

DNS Name(s) ca-csimpson.ircpa.org 

IP Address(es) fe80::2802:1a6a:fd9:726f%7,176.16.19.35 

 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 327 1035 1035 

 administrator@ircpa.org 30 96 96 

 ircpa\administrator 0 3 3 
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1.6 - CA-DWHITE01 
 

Operating System Windows 10 Pro 

DNS Name(s) ca-dwhite01.ircpa.org 

IP Address(es) fe80::7cd3:ac94:6a77:898e%11,176.16.19.30 

 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 30 57 57 
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1.7 - CA-GIS 
 

Operating System Windows Server 2008 R2 Standard 

DNS Name(s) ca-gis.ircpa.org 

IP Address(es) fe80::e87d:551d:a0e8:4d54%14,176.16.19.127 

 

Interactive Logon Failures (logon at keyboard and screen of 
system) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 ircpa\dpfoutz 474 2199 2271 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 
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 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 30 138 141 

 guest 2 8 8 

 N/A 3 8 8 
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1.8 - CA-GISSDE 
 

Operating System Windows Server 2016 Standard 

DNS Name(s) ca-gissde.ircpa.org 

IP Address(es) fe80::f064:b16e:cfe4:8560%2,176.16.19.248,176.16.19.141 

 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 60 60 60 

 guest 4 4 4 

 N/A 2 2 2 
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1.9 - CA-GISTEST 
 

Operating System Windows Server 2012 R2 Standard 

DNS Name(s) ca-gistest.ircpa.org 

IP Address(es) fe80::2169:f451:ed24:29af%13,176.16.19.68 

 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa.org 30 138 138 

 administrator@ircpa 30 138 138 

 guest 2 8 8 

 IRCPA\TLITwfrcmbr 0 1 1 

  



YOUR COMPANY 
MSP WEBSITE URL 
MSP PHONE 
MSP EMAIL  

Prepared for:  
Your Customer / Prospect 
Scan Date:  
2019/01/18 

 

 Page 14 of 36 

PROPRIETARY & CONFIDENTIAL  

 

1.10 - CA-PRINTSVR 
 

Operating System Windows Server 2008 R2 Standard 

DNS Name(s) ca-printsvr.ircpa.org 

IP Address(es) fe80::dde9:7211:4e7e:cc09%11,176.16.19.159 

 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 guest 1 1 1 
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1.11 - CA-VAL 
 

Operating System Windows Server 2008 R2 Standard 

DNS Name(s) ca-val.ircpa.org 

IP Address(es) fe80::510c:b8a1:f979:e69a%12,176.16.19.229 

 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 9 9 9 

 guest 1 1 1 
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1.12 - dwhiteacer 
 

Operating System Windows 10 Pro 

DNS Name(s) dwhiteacer.ircpa.org 

IP Address(es) fe80::9d3d:4961:e31f:604f%3,176.16.19.98 

 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa.org 15 15 15 
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1.13 - FILESERVER1 
 

Operating System Windows Server 2008 R2 Standard 

DNS Name(s) fileserver1.ircpa.org, ircpa.org 

IP Address(es) fe80::b5e1:f812:7adc:52c4%10,176.16.19.148 

 

Interactive Logon Failures (logon at keyboard and screen of 
system) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 IRCPA\tlitwfrcmbr 1 1 1 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 
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 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 9 9 9 

 IRCPA\ca-JGIS$ 5 5 5 
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1.14 - FILESERVER2 
 

Operating System Windows Server 2008 R2 Standard 

DNS Name(s) fileserver2.ircpa.org, ircpa.org 

IP Address(es) fe80::b957:c111:ed52:d7e1%10,176.16.19.121 

 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 15 15 15 

 IRCPA\ca-JGIS$ 2 2 2 

 guest 1 1 1 
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1.15 - FRNTCUSTSERVCUB 
 

Operating System Windows 10 Pro 

DNS Name(s) frntcustservcub.ircpa.org 

IP Address(es) fe80::5ddc:510a:a3ec:478f%10,176.16.19.66 

 

Interactive Logon Failures (logon at keyboard and screen of 
system) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 IRCPA\billya 1 1 1 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 
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 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa.org 15 15 15 
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1.16 - gilesmsi 
 

Operating System Windows 10 Pro 

DNS Name(s) gilesmsi.ircpa.org 

IP Address(es) fe80::91fb:c3ca:a191:371b%7,176.16.19.129 

 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 18 18 18 

 administrator@ircpa.org 18 18 18 

 guest 1 1 1 
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1.17 - ibranaugh-hp400 
 

Operating System Windows 7 Professional 

DNS Name(s) ibranaugh-hp400.ircpa.org 

IP Address(es) fe80::e8cd:a6c0:c33f:6686%11,176.16.19.15 

 

Interactive Logon Failures (logon at keyboard and screen of 
system) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 IRCPA\shelms 0 3 3 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 
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 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 21 120 120 

 guest 2 8 8 

 ircpa\administrator 0 2 2 
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1.18 - KYLE-HP308 
 

Operating System Windows 7 Professional 

DNS Name(s) kyle-hp308.ircpa.org 

IP Address(es) fe80::30c7:725d:9703:996e%11,176.16.19.61 

 

Interactive Logon Failures (logon at keyboard and screen of 
system) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 IRCPA\generic 1 1 2 

 IRCPA\ssavage 0 1 1 

 IRCPA\spooley 0 1 1 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 
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 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 171 639 2034 

 guest 2 6 14 
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1.19 - KYLE-HP400 
 

Operating System Windows 10 Pro 

DNS Name(s) kyle-hp400.ircpa.org 

IP Address(es) fe80::80bb:fe3f:ae04:feb9%2,176.16.19.64 

 

Interactive Logon Failures (logon at keyboard and screen of 
system) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 IRCPA\linette 1 1 1 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 
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 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa.org 30 66 66 

 ircpa\administrator 0 4 4 

  



YOUR COMPANY 
MSP WEBSITE URL 
MSP PHONE 
MSP EMAIL  

Prepared for:  
Your Customer / Prospect 
Scan Date:  
2019/01/18 

 

 Page 29 of 36 

PROPRIETARY & CONFIDENTIAL  

 

1.20 - milliehpz240 
 

Operating System Windows 10 Pro 

DNS Name(s) milliehpz240.ircpa.org, spoolyz240.ircpa.org 

IP Address(es) fe80::68c8:dda7:80ae:676d%11,176.16.19.10 

 

Interactive Logon Failures (logon at keyboard and screen of 
system) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 IRCPA\spooley 5 5 5 

 IRCPA\ssavage 1 1 1 

 IRCPA\generic 1 1 1 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 
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 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 21 30 30 

 administrator@ircpa.org 21 30 30 

 guest 2 3 3 
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1.21 - REMOTE-TL 
 

Operating System Windows 10 Pro 

DNS Name(s) remote-tl.ircpa.org 

IP Address(es) fe80::8c22:bd00:80e5:e0ad%5,176.16.19.100 

 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa.org 30 45 45 
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1.22 - RKNIGHT-DESKPC 
 

Operating System Windows 7 Professional 

DNS Name(s) rileyknight-deskpc.ircpa.org 

IP Address(es) fe80::9d63:c248:6617:303c%15,176.16.19.39 

 

Interactive Logon Failures (logon at keyboard and screen of 
system) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 IRCPA\robb 1 3 4 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 
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 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 30 138 186 

 guest 2 8 11 

 ircpa\administrator 0 3 3 
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1.23 - sketteringprodskhp 
 

Operating System Windows 10 Pro 

DNS Name(s) sketteringprodskhp.ircpa.org 

IP Address(es) fe80::8c90:46f5:49f1:2d3a%5,176.16.19.101 

 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 12 12 12 

 guest 1 1 1 
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1.24 - SUSANHPUPGRD 
 

Operating System Windows 10 Pro 

DNS Name(s) susanhpupgrd.ircpa.org 

IP Address(es) fe80::20f9:9fef:618d:2dd2%6,176.16.19.87 

 

Interactive Logon Failures (logon at keyboard and screen of 
system) 

 

 

 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 IRCPA\shelly 0 1 1 

Network Logon Failures (logon for remote access to a system 
resource, such as a shared folder) 
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 USER FAILURES 

 PAST 24 HOURS PAST 7 DAYS PAST 30 DAYS 

 Top Five    

 administrator@ircpa 30 63 63 

 administrator@ircpa.org 30 63 63 

 guest 2 4 4 

  


