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1 - Domain: ircpa.org 
 
 

1.1 - 1001westerfield-deskpc 
 

Operating System Windows 10 Pro 

DNS Name(s) 1001westerfield-deskpc.ircpa.org 

IP Address(es) fe80::e50e:653e:48fb:581a%10,176.16.19.36 

 

Interactive Logon (logon at keyboard and screen of system) 
 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\bortiz 
50 54 54 1 1 1 

IRCPA\DBISCOE 
4 4 4 2 2 2 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\TLITAdmin 
510 671 671 0 0 0 

IRCPA\Administrator 
470 598 598 0 0 0 

IRCPA\1001westerfield-deskpc$ 
24 29 29 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
4 4 4 0 0 0 

administrator@ircpa.org 
0 0 0 21 27 27 

guest 
0 0 0 2 2 2 
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1.2 - 4001WAYNEG-CA 
 

Operating System Windows 10 Pro 

DNS Name(s) 4001wayneg-ca.ircpa.org 

IP Address(es) 176.16.19.24 

 

Interactive Logon (logon at keyboard and screen of system) 
 

 

No failed logons 

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\mjolley 
16 16 16 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
427 427 427 0 0 0 

IRCPA\TLITwfrcmbr 
418 418 418 0 0 0 

IRCPA\4001MJOLLEY-ca$ 
16 16 16 0 0 0 

administrator@ircpa 
0 0 0 15 15 15 
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1.3 - BRUCEHPZ230 
 

Operating System Windows 10 Pro 

DNS Name(s) brucehpz230.ircpa.org 

IP Address(es) fe80::d9b8:475b:f9c3:2361%3,176.16.19.32 

 

Interactive Logon (logon at keyboard and screen of system) 
 

 

No failed logons 

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\bruce 
24 46 46 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
749 1635 1635 0 0 0 

IRCPA\TLITwfrcmbr 
495 1121 1121 0 0 0 

IRCPA\BRUCEHPZ230$ 
33 74 74 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
3 6 6 0 0 0 

administrator@ircpa 
0 0 0 30 66 66 
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1.4 - CA-AUTOMATE 
 

Operating System Windows 7 Professional 

DNS Name(s) ca-automate.ircpa.org 

IP Address(es) fe80::e1:1cfe:77c7:f081%10,176.16.19.62 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 

 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\TLITwfrcmbr 
1147 3846 5147 0 0 0 

IRCPA\administrator 
686 3230 4785 0 0 0 

IRCPA\ca-AUTOMATE$ 
51 233 348 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
5 8 12 0 0 0 

IRCPA\bob 
2 7 10 0 0 0 

administrator@ircpa 
0 0 0 30 138 204 

guest 
0 0 0 2 5 9 

IRCPA\ca-PRINTSVR$ 
0 0 0 0 1 1 
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1.5 - CA-CSIMPSON 
 

Operating System Windows 10 Pro 

DNS Name(s) ca-csimpson.ircpa.org 

IP Address(es) fe80::2802:1a6a:fd9:726f%7,176.16.19.35 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 

 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
707 2180 2180 0 3 3 

IRCPA\TLITwfrcmbr 
240 735 735 0 0 0 

IRCPA\ca-CMURPHY$ 
9 24 24 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
3 3 3 0 0 0 

administrator@ircpa 
0 0 0 327 1035 1035 

administrator@ircpa.org 
0 0 0 30 96 96 
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1.6 - CA-DWHITE01 
 

Operating System Windows 10 Pro 

DNS Name(s) ca-dwhite01.ircpa.org 

IP Address(es) fe80::7cd3:ac94:6a77:898e%11,176.16.19.30 

 

Interactive Logon (logon at keyboard and screen of system) 
 

 

No failed logons 

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\dstaar 
10 18 18 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
792 1504 1504 0 0 0 

IRCPA\TLITwfrcmbr 
564 1057 1057 0 0 0 

IRCPA\ca-DSTAAR01$ 
29 58 58 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
3 3 3 0 0 0 

administrator@ircpa 
0 0 0 30 57 57 
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1.7 - CA-GIS 
 

Operating System Windows Server 2008 R2 Standard 

DNS Name(s) ca-gis.ircpa.org 

IP Address(es) fe80::e87d:551d:a0e8:4d54%14,176.16.19.127 

 

Interactive Logon (logon at keyboard and screen of system) 
 

No successful logons 

 

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

ircpa\dpfoutz 
0 0 0 474 2199 2271 

 

Remote Interactive Logon (Terminal Services, Remote 
Desktop, or Remote Assistance) 

 

 

No failed logons 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\rgarst 
4 6 6 0 0 0 

IRCPA\administrator 
0 1 1 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 

 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
847 3582 3721 0 0 0 

IRCPA\TLITwfrcmbr 
541 2381 2453 0 0 0 

NT AUTHORITY\SYSTEM 
172 1025 1329 0 0 0 

IRCPA\ca-GIS$ 
32 168 173 0 0 0 

IRCPA\ajones 
14 56 56 0 0 0 

IRCPA\Mickey 
6 29 29 0 0 0 

IRCPA\jeffm 
6 20 20 0 0 0 

IRCPA\RGarst 
8 13 13 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
5 12 12 0 0 0 



YOUR COMPANY 
MSP WEBSITE URL 
MSP PHONE 
MSP EMAIL  

Prepared for:  
Your Customer / Prospect 
Scan Date:  
2019/01/18 

 

 Page 15 of 61 

PROPRIETARY & CONFIDENTIAL  

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\dpfoutz 
0 4 4 0 0 0 

N/A 
0 0 0 3 8 8 

administrator@ircpa 
0 0 0 30 138 141 

guest 
0 0 0 2 8 8 
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1.8 - CA-GISSDE 
 

Operating System Windows Server 2016 Standard 

DNS Name(s) ca-gissde.ircpa.org 

IP Address(es) fe80::f064:b16e:cfe4:8560%2,176.16.19.248,176.16.19.141 

 

Interactive Logon (logon at keyboard and screen of system) 
 

No successful logons No failed logons 

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

 

Remote Interactive Logon (Terminal Services, Remote 
Desktop, or Remote Assistance) 

 

 

No failed logons 

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\TLITwfrcmbr 
2 2 2 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

NT AUTHORITY\SYSTEM 
903 1033 1033 0 0 0 

IRCPA\administrator 
808 884 884 0 0 0 

IRCPA\TLITwfrcmbr 
410 450 450 0 0 0 

IRCPA\ajones 
273 273 273 0 0 0 

IRCPA\RGarst 
164 164 164 0 0 0 

IRCPA\jeffm 
130 130 130 0 0 0 

IRCPA\ca-GISSDE$ 
34 36 36 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
3 3 3 0 0 0 

N/A 
0 0 0 2 2 2 

administrator@ircpa 
0 0 0 60 60 60 

guest 
0 0 0 4 4 4 
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1.9 - CA-GISTEST 
 

Operating System Windows Server 2012 R2 Standard 

DNS Name(s) ca-gistest.ircpa.org 

IP Address(es) fe80::2169:f451:ed24:29af%13,176.16.19.68 

 

Interactive Logon (logon at keyboard and screen of system) 
 

 

No failed logons 

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\TLITwfrcmbr 
0 2 2 0 0 0 

IRCPA\administrator 
0 1 1 0 0 0 

 

Remote Interactive Logon (Terminal Services, Remote 
Desktop, or Remote Assistance) 
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No failed logons 

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
1 2 2 0 0 0 

IRCPA\TLITwfrcmbr 
0 2 2 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 

 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
767 3130 3149 0 0 0 

IRCPA\TLITwfrcmbr 
271 1169 1176 0 1 1 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\ca-GISTEST$ 
29 144 144 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
3 3 3 0 0 0 

administrator@ircpa 
0 0 0 30 138 138 

administrator@ircpa.org 
0 0 0 30 138 138 

guest 
0 0 0 2 8 8 
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1.10 - CA-PRINTSVR 
 

Operating System Windows Server 2008 R2 Standard 

DNS Name(s) ca-printsvr.ircpa.org 

IP Address(es) fe80::dde9:7211:4e7e:cc09%11,176.16.19.159 

 

Remote Interactive Logon (Terminal Services, Remote 
Desktop, or Remote Assistance) 

 

 

No failed logons 

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
2 2 2 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\Bruce 
4173 4173 4173 0 0 0 

IRCPA\nneill 
2350 2350 2350 0 0 0 

IRCPA\dbiscoe 
484 484 484 0 0 0 

IRCPA\mmaxwell 
407 407 407 0 0 0 

IRCPA\administrator 
296 296 296 0 0 0 

IRCPA\billya 
247 247 247 0 0 0 

IRCPA\IdaMarie 
224 224 224 0 0 0 

IRCPA\Abarkett 
184 184 184 0 0 0 

IRCPA\jwrkstngate 
173 173 173 0 0 0 

IRCPA\bortiz 
172 172 172 0 0 0 

IRCPA\george 
162 162 162 0 0 0 

IRCPA\dmurphy 
100 100 100 0 0 0 

IRCPA\DBISCOEACER$ 
73 73 73 0 0 0 

IRCPA\gwilliams 
66 66 66 0 0 0 

IRCPA\Shelly 
51 51 51 0 0 0 

IRCPA\dstaar 
48 48 48 0 0 0 

IRCPA\donnar 
47 47 47 0 0 0 

IRCPA\vperez 
46 46 46 0 0 0 

IRCPA\NNEILLHPZ230-ca$ 
45 45 45 0 0 0 

IRCPA\robb 
43 43 43 0 0 0 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\cmurphy 
36 36 36 0 0 0 

IRCPA\MJolley 
36 36 36 0 0 0 

IRCPA\kperez 
34 34 34 0 0 0 

IRCPA\Markg 
32 32 32 0 0 0 

IRCPA\SEBTRIM$ 
25 25 25 0 0 0 

IRCPA\ca-mapping 
22 22 22 0 0 0 

IRCPA\Mickey 
17 17 17 0 0 0 

IRCPA\ROBBIEFOX-deskpc$ 
16 16 16 0 0 0 

IRCPA\TLITwfrcmbr 
16 16 16 0 0 0 

IRCPA\BAUTONALIENW$ 
15 15 15 0 0 0 

IRCPA\BRUCEHPZ230$ 
14 14 14 0 0 0 

IRCPA\ca-PRINTSVR$ 
14 14 14 0 0 0 

IRCPA\GEORGEMSI$ 
14 14 14 0 0 0 

IRCPA\Generic 
11 11 11 0 0 0 

IRCPA\PA19AD03$ 
11 11 11 0 0 0 

IRCPA\PA19AL01$ 
10 10 10 0 0 0 

IRCPA\PA18Q4001$ 
9 9 9 0 0 0 

IRCPA\4001MJOLLEY-ca$ 
8 8 8 0 0 0 

IRCPA\FILESERVER1$ 
8 8 8 0 0 0 

IRCPA\Sharonh 
7 7 7 0 0 0 

IRCPA\SHATALAHPZ230$ 
6 6 6 0 0 0 



YOUR COMPANY 
MSP WEBSITE URL 
MSP PHONE 
MSP EMAIL  

Prepared for:  
Your Customer / Prospect 
Scan Date:  
2019/01/18 

 

 Page 24 of 61 

PROPRIETARY & CONFIDENTIAL  

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\ABARKETT-HP$ 
4 4 4 0 0 0 

IRCPA\FILESERVER2$ 
4 4 4 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
4 4 4 0 0 0 

IRCPA\1001BREEZY-deskpc$ 
2 2 2 0 0 0 

IRCPA\DMURPHYACER$ 
2 2 2 0 0 0 

IRCPA\linette 
2 2 2 0 0 0 

IRCPA\MARKMSI$ 
2 2 2 0 0 0 

IRCPA\SHELLYHPUPGRD$ 
2 2 2 0 0 0 

guest 
0 0 0 1 1 1 
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1.11 - CA-VAL 
 

Operating System Windows Server 2008 R2 Standard 

DNS Name(s) ca-val.ircpa.org 

IP Address(es) fe80::510c:b8a1:f979:e69a%12,176.16.19.229 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 

 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
278 278 278 0 0 0 

IRCPA\TLITwfrcmbr 
178 178 178 0 0 0 

IRCPA\ca-CAMA$ 
20 20 20 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
4 4 4 0 0 0 

IRCPA\Mickey 
2 2 2 0 0 0 

IRCPA\MJolley 
1 1 1 0 0 0 

administrator@ircpa 
0 0 0 9 9 9 

guest 
0 0 0 1 1 1 
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1.12 - dwhiteacer 
 

Operating System Windows 10 Pro 

DNS Name(s) dwhiteacer.ircpa.org 

IP Address(es) fe80::9d3d:4961:e31f:604f%3,176.16.19.98 

 

Interactive Logon (logon at keyboard and screen of system) 
 

 

No failed logons 

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\dmurphy 
18 18 18 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\TLITAdmin 
306 306 306 0 0 0 

IRCPA\Administrator 
277 277 277 0 0 0 

IRCPA\dwhiteacer$ 
18 18 18 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
3 3 3 0 0 0 

administrator@ircpa.org 
0 0 0 15 15 15 
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1.13 - FILESERVER1 
 

Operating System Windows Server 2008 R2 Standard 

DNS Name(s) fileserver1.ircpa.org, ircpa.org 

IP Address(es) fe80::b5e1:f812:7adc:52c4%10,176.16.19.148 

 

Interactive Logon (logon at keyboard and screen of system) 
 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\tlitwfrcmbr 
2 2 2 1 1 1 

 

Remote Interactive Logon (Terminal Services, Remote 
Desktop, or Remote Assistance) 

 

 

No failed logons 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
2 2 2 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 

 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\FILESERVER1$ 
12267 12267 12267 0 0 0 

IRCPA\ca-PRINTSVR$ 
1563 1563 1563 0 0 0 

IRCPA\CAMA-NEW$ 
834 834 834 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
818 818 818 0 0 0 

IRCPA\administrator 
645 645 645 0 0 0 

IRCPA\FILESERVER2$ 
622 622 622 0 0 0 

IRCPA\PA19AD04$ 
269 269 269 0 0 0 

IRCPA\TLITwfrcmbr 
250 250 250 0 0 0 

IRCPA\PA18Q4001$ 
195 195 195 0 0 0 

IRCPA\ANGELAHPZ440$ 
180 180 180 0 0 0 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\JEFFMZ440$ 
162 162 162 0 0 0 

IRCPA\SEBTRIM$ 
114 114 114 0 0 0 

IRCPA\PA19BD05$ 
105 105 105 0 0 0 

IRCPA\SPOOLYZ240$ 
97 97 97 0 0 0 

IRCPA\SHELLYHPUPGRD$ 
96 96 96 0 0 0 

IRCPA\FRNTCUSTSERVCUB$ 
93 93 93 0 0 0 

IRCPA\KPEREZHPZ440-ca$ 
89 89 89 0 0 0 

IRCPA\ROBBIEFOX-deskpc$ 
89 89 89 0 0 0 

IRCPA\1001BREEZY-deskpc$ 
88 88 88 0 0 0 

IRCPA\NNEILLHPZ230-ca$ 
87 87 87 0 0 0 

IRCPA\ca-GISSDE$ 
86 86 86 0 0 0 

IRCPA\ca-GISTEST$ 
85 85 85 0 0 0 

IRCPA\MICKYUVIVO$ 
84 84 84 0 0 0 

IRCPA\REMOTE-TL$ 
84 84 84 0 0 0 

IRCPA\mmaxwell 
82 82 82 0 0 0 

IRCPA\cmurphy 
79 79 79 0 0 0 

IRCPA\VPEREZHPZ-ca$ 
79 79 79 0 0 0 

IRCPA\Markg 
78 78 78 0 0 0 

IRCPA\DMURPHYACER$ 
76 76 76 0 0 0 

IRCPA\2003MICKEY$ 
73 73 73 0 0 0 

IRCPA\ca-DOMINQUE$ 
73 73 73 0 0 0 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\BAUTONALIENW$ 
71 71 71 0 0 0 

IRCPA\dbiscoe 
71 71 71 0 0 0 

IRCPA\IdaMarie 
70 70 70 0 0 0 

IRCPA\jhicks 
66 66 66 0 0 0 

IRCPA\ca-GIS$ 
64 64 64 0 0 0 

IRCPA\Mickey 
64 64 64 0 0 0 

IRCPA\TATRAINING06-HP$ 
64 64 64 0 0 0 

IRCPA\MICKEYHPZ240$ 
61 61 61 0 0 0 

IRCPA\ajones 
60 60 60 0 0 0 

IRCPA\ca-RGARST$ 
60 60 60 0 0 0 

IRCPA\DBISCOEACER$ 
58 58 58 0 0 0 

IRCPA\MARKMSI$ 
56 56 56 0 0 0 

IRCPA\GEORGEMSI$ 
55 55 55 0 0 0 

IRCPA\IDAMARIE-HP400$ 
55 55 55 0 0 0 

IRCPA\ABARKETT-HP$ 
54 54 54 0 0 0 

IRCPA\bortiz 
54 54 54 0 0 0 

IRCPA\RGarst 
53 53 53 0 0 0 

IRCPA\ca-CMURPHY$ 
52 52 52 0 0 0 

IRCPA\Generic 
52 52 52 0 0 0 

IRCPA\JANINEACER$ 
51 51 51 0 0 0 

IRCPA\LINETTE-HP308$ 
51 51 51 0 0 0 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\LINETTE-HP400$ 
51 51 51 0 0 0 

IRCPA\PADONNAR$ 
51 51 51 0 0 0 

IRCPA\ca-SHAMMOND$ 
50 50 50 0 0 0 

IRCPA\jeffm 
48 48 48 0 0 0 

IRCPA\Shelly 
46 46 46 0 0 0 

IRCPA\SHATALAHPZ230$ 
40 40 40 0 0 0 

IRCPA\PAQ19QB06$ 
39 39 39 0 0 0 

IRCPA\GWILLIAMSZ230$ 
37 37 37 0 0 0 

IRCPA\nneill 
37 37 37 0 0 0 

IRCPA\shelms 
37 37 37 0 0 0 

IRCPA\SPooley 
35 35 35 0 0 0 

IRCPA\SSAVAGEPRODSKHP$ 
31 31 31 0 0 0 

IRCPA\rtaylor 
28 28 28 0 0 0 

IRCPA\vperez 
28 28 28 0 0 0 

IRCPA\dmurphy 
27 27 27 0 0 0 

IRCPA\Abarkett 
26 26 26 0 0 0 

IRCPA\robb 
25 25 25 0 0 0 

IRCPA\PA19AL01$ 
24 24 24 0 0 0 

IRCPA\MJolley 
20 20 20 0 0 0 

IRCPA\SHELMSPRODSKHP$ 
20 20 20 0 0 0 

IRCPA\george 
18 18 18 0 0 0 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\4001MJOLLEY-ca$ 
17 17 17 0 0 0 

IRCPA\gwilliams 
16 16 16 0 0 0 

IRCPA\linette 
16 16 16 0 0 0 

IRCPA\ssavage 
16 16 16 0 0 0 

IRCPA\donnar 
15 15 15 0 0 0 

IRCPA\ca-DV$ 
14 14 14 0 0 0 

IRCPA\TA01 
14 14 14 0 0 0 

IRCPA\dstaar 
13 13 13 0 0 0 

IRCPA\Transition 
13 13 13 0 0 0 

IRCPA\Bruce 
12 12 12 0 0 0 

IRCPA\dsilverstein 
12 12 12 0 0 0 

IRCPA\DONNAHP800G1$ 
11 11 11 0 0 0 

IRCPA\ca-DSTAAR01$ 
10 10 10 0 0 0 

IRCPA\Sharonh 
9 9 9 0 0 0 

IRCPA\jwrkstngate 
8 8 8 0 0 0 

IRCPA\ca-mapping 
6 6 6 0 0 0 

IRCPA\David 
6 6 6 0 0 0 

IRCPA\kperez 
5 5 5 0 0 0 

IRCPA\billya 
4 4 4 0 0 0 

IRCPA\ROBERT-T-MSI$ 
4 4 4 0 0 0 

IRCPA\wdavis 
2 2 2 0 0 0 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\ca-STORE1$ 
1 1 1 0 0 0 

IRCPA\PA19AD03$ 
1 1 1 0 0 0 

wfrcmbr\wrkstnSERV-NETMON$ 
1 1 1 0 0 0 

administrator@ircpa 
0 0 0 9 9 9 

IRCPA\ca-JGIS$ 
0 0 0 5 5 5 
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1.14 - FILESERVER2 
 

Operating System Windows Server 2008 R2 Standard 

DNS Name(s) fileserver2.ircpa.org, ircpa.org 

IP Address(es) fe80::b957:c111:ed52:d7e1%10,176.16.19.121 

 

Remote Interactive Logon (Terminal Services, Remote 
Desktop, or Remote Assistance) 

 

 

No failed logons 

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
1 1 1 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 

 

  



YOUR COMPANY 
MSP WEBSITE URL 
MSP PHONE 
MSP EMAIL  

Prepared for:  
Your Customer / Prospect 
Scan Date:  
2019/01/18 

 

 Page 36 of 61 

PROPRIETARY & CONFIDENTIAL  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\FILESERVER2$ 
5340 5340 5340 0 0 0 

IRCPA\TLITwfrcmbr 
4302 4302 4302 0 0 0 

IRCPA\ca-STORE1$ 
2842 2842 2842 0 0 0 

IRCPA\administrator 
1071 1071 1071 0 0 0 

IRCPA\CAMA-NEW$ 
829 829 829 0 0 0 

IRCPA\FILESERVER1$ 
771 771 771 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
318 318 318 0 0 0 

IRCPA\KPEREZHPZ440-ca$ 
299 299 299 0 0 0 

IRCPA\PA19AD04$ 
299 299 299 0 0 0 

IRCPA\PA18Q4001$ 
227 227 227 0 0 0 

IRCPA\ca-AUTOMATE$ 
221 221 221 0 0 0 

IRCPA\ANGELAHPZ440$ 
189 189 189 0 0 0 

IRCPA\JEFFMZ440$ 
183 183 183 0 0 0 

IRCPA\BRUCEHPZ230$ 
172 172 172 0 0 0 

IRCPA\ca-DV$ 
160 160 160 0 0 0 

IRCPA\ca-CAMA$ 
156 156 156 0 0 0 

IRCPA\ABARKETT-HP$ 
142 142 142 0 0 0 

IRCPA\BAUTONALIENW$ 
138 138 138 0 0 0 

IRCPA\ca-DSTAAR01$ 
133 133 133 0 0 0 

IRCPA\ROBERT-T-MSI$ 
133 133 133 0 0 0 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\DBISCOEACER$ 
125 125 125 0 0 0 

IRCPA\SSAVAGEPRODSKHP$ 
122 122 122 0 0 0 

IRCPA\TATRAINING06-HP$ 
118 118 118 0 0 0 

IRCPA\PA19AD03$ 
108 108 108 0 0 0 

IRCPA\LINETTE-HP400$ 
102 102 102 0 0 0 

IRCPA\4001MJOLLEY-ca$ 
101 101 101 0 0 0 

IRCPA\dbiscoe 
99 99 99 0 0 0 

IRCPA\SHELMSPRODSKHP$ 
94 94 94 0 0 0 

IRCPA\NNEILLHPZ230-ca$ 
92 92 92 0 0 0 

IRCPA\GEORGEMSI$ 
91 91 91 0 0 0 

IRCPA\RGarst 
85 85 85 0 0 0 

IRCPA\ca-GISTEST$ 
84 84 84 0 0 0 

IRCPA\SHATALAHPZ230$ 
84 84 84 0 0 0 

IRCPA\Bruce 
82 82 82 0 0 0 

IRCPA\ca-DOMINQUE$ 
81 81 81 0 0 0 

IRCPA\ROBBIEFOX-deskpc$ 
81 81 81 0 0 0 

IRCPA\DONNAHP800G1$ 
79 79 79 0 0 0 

IRCPA\SHELLYHPUPGRD$ 
78 78 78 0 0 0 

IRCPA\PA19BD05$ 
75 75 75 0 0 0 

IRCPA\PADONNAR$ 
71 71 71 0 0 0 

IRCPA\ca-SHAMMOND$ 
67 67 67 0 0 0 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\GWILLIAMSZ230$ 
65 65 65 0 0 0 

IRCPA\VPEREZHPZ-ca$ 
65 65 65 0 0 0 

IRCPA\MICKEYHPZ240$ 
62 62 62 0 0 0 

IRCPA\jwrkstngate 
60 60 60 0 0 0 

IRCPA\rtaylor 
60 60 60 0 0 0 

IRCPA\LINETTE-HP308$ 
59 59 59 0 0 0 

IRCPA\gwilliams 
56 56 56 0 0 0 

IRCPA\cmurphy 
55 55 55 0 0 0 

IRCPA\PAQ19QB06$ 
48 48 48 0 0 0 

IRCPA\ca-PRINTSVR$ 
46 46 46 0 0 0 

IRCPA\ca-RGARST$ 
46 46 46 0 0 0 

IRCPA\IDAMARIE-HP400$ 
46 46 46 0 0 0 

IRCPA\DMURPHYACER$ 
45 45 45 0 0 0 

IRCPA\kperez 
45 45 45 0 0 0 

IRCPA\SEBTRIM$ 
42 42 42 0 0 0 

IRCPA\shelms 
42 42 42 0 0 0 

IRCPA\bortiz 
41 41 41 0 0 0 

IRCPA\ca-GIS$ 
40 40 40 0 0 0 

IRCPA\Abarkett 
39 39 39 0 0 0 

IRCPA\donnar 
36 36 36 0 0 0 

IRCPA\Shelly 
36 36 36 0 0 0 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\1001BREEZY-deskpc$ 
35 35 35 0 0 0 

IRCPA\dstaar 
35 35 35 0 0 0 

IRCPA\FRNTCUSTSERVCUB$ 
35 35 35 0 0 0 

IRCPA\george 
33 33 33 0 0 0 

IRCPA\IdaMarie 
33 33 33 0 0 0 

IRCPA\MJolley 
33 33 33 0 0 0 

IRCPA\billya 
32 32 32 0 0 0 

IRCPA\ssavage 
32 32 32 0 0 0 

IRCPA\MICKYUVIVO$ 
31 31 31 0 0 0 

IRCPA\Generic 
29 29 29 0 0 0 

IRCPA\Markg 
28 28 28 0 0 0 

IRCPA\Mickey 
28 28 28 0 0 0 

IRCPA\REMOTE-TL$ 
28 28 28 0 0 0 

IRCPA\jhicks 
27 27 27 0 0 0 

IRCPA\TA01 
25 25 25 0 0 0 

IRCPA\Transition 
25 25 25 0 0 0 

IRCPA\vperez 
25 25 25 0 0 0 

wfrcmbr\administrator 
24 24 24 0 0 0 

IRCPA\JANINEACER$ 
23 23 23 0 0 0 

IRCPA\bob 
21 21 21 0 0 0 

IRCPA\linette 
19 19 19 0 0 0 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\2003MICKEY$ 
18 18 18 0 0 0 

IRCPA\ca-mapping 
18 18 18 0 0 0 

IRCPA\Sharonh 
17 17 17 0 0 0 

IRCPA\David 
15 15 15 0 0 0 

IRCPA\dsilverstein 
15 15 15 0 0 0 

IRCPA\MARKMSI$ 
15 15 15 0 0 0 

IRCPA\wdavis 
15 15 15 0 0 0 

IRCPA\dmurphy 
13 13 13 0 0 0 

IRCPA\PA19AL01$ 
13 13 13 0 0 0 

IRCPA\ca-GISSDE$ 
11 11 11 0 0 0 

IRCPA\nneill 
11 11 11 0 0 0 

IRCPA\ajones 
9 9 9 0 0 0 

IRCPA\ca-CMURPHY$ 
9 9 9 0 0 0 

IRCPA\mmaxwell 
8 8 8 0 0 0 

IRCPA\robb 
5 5 5 0 0 0 

IRCPA\SPOOLYZ240$ 
5 5 5 0 0 0 

IRCPA\SPooley 
3 3 3 0 0 0 

IRCPA\jeffm 
2 2 2 0 0 0 

wfrcmbr\wrkstnSERV-NETMON$ 
1 1 1 0 0 0 

administrator@ircpa 
0 0 0 15 15 15 

guest 
0 0 0 1 1 1 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\ca-JGIS$ 
0 0 0 2 2 2 

  



YOUR COMPANY 
MSP WEBSITE URL 
MSP PHONE 
MSP EMAIL  

Prepared for:  
Your Customer / Prospect 
Scan Date:  
2019/01/18 

 

 Page 42 of 61 

PROPRIETARY & CONFIDENTIAL  

 

1.15 - FRNTCUSTSERVCUB 
 

Operating System Windows 10 Pro 

DNS Name(s) frntcustservcub.ircpa.org 

IP Address(es) fe80::5ddc:510a:a3ec:478f%10,176.16.19.66 

 

Interactive Logon (logon at keyboard and screen of system) 
 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\generic 
8 8 8 0 0 0 

IRCPA\billya 
2 2 2 1 1 1 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
488 488 488 0 0 0 

IRCPA\TLITwfrcmbr 
355 355 355 0 0 0 

IRCPA\FRNTCUSTSERVCUB$ 
18 18 18 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
3 3 3 0 0 0 

administrator@ircpa.org 
0 0 0 15 15 15 

  



YOUR COMPANY 
MSP WEBSITE URL 
MSP PHONE 
MSP EMAIL  

Prepared for:  
Your Customer / Prospect 
Scan Date:  
2019/01/18 

 

 Page 44 of 61 

PROPRIETARY & CONFIDENTIAL  

 

1.16 - gilesmsi 
 

Operating System Windows 10 Pro 

DNS Name(s) gilesmsi.ircpa.org 

IP Address(es) fe80::91fb:c3ca:a191:371b%7,176.16.19.129 

 

Interactive Logon (logon at keyboard and screen of system) 
 

 

No failed logons 

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\george 
18 18 18 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\Administrator 
487 487 487 0 0 0 

IRCPA\TLITAdmin 
375 375 375 0 0 0 

IRCPA\gilesmsi$ 
20 20 20 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
4 4 4 0 0 0 

administrator@ircpa 
0 0 0 18 18 18 

administrator@ircpa.org 
0 0 0 18 18 18 

guest 
0 0 0 1 1 1 
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1.17 - ibranaugh-hp400 
 

Operating System Windows 7 Professional 

DNS Name(s) ibranaugh-hp400.ircpa.org 

IP Address(es) fe80::e8cd:a6c0:c33f:6686%11,176.16.19.15 

 

Interactive Logon (logon at keyboard and screen of system) 
 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\shelms 
10 20 20 0 3 3 

IRCPA\ssavage 
2 12 12 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\Administrator 
467 2798 2798 0 2 2 

IRCPA\TLITAdmin 
347 2703 2703 0 0 0 

IRCPA\ibranaugh-hp400$ 
31 180 180 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
28 52 52 0 0 0 

administrator@ircpa 
0 0 0 21 120 120 

guest 
0 0 0 2 8 8 
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1.18 - KYLE-HP308 
 

Operating System Windows 7 Professional 

DNS Name(s) kyle-hp308.ircpa.org 

IP Address(es) fe80::30c7:725d:9703:996e%11,176.16.19.61 

 

Interactive Logon (logon at keyboard and screen of system) 
 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\generic 
8 20 40 1 1 2 

IRCPA\ssavage 
0 3 11 0 1 1 

IRCPA\spooley 
3 7 7 0 1 1 

IRCPA\shelms 
0 0 2 0 0 0 

IRCPA\dmurphy 
0 1 1 0 0 0 

IRCPA\MMAXWELL 
0 1 1 0 0 0 

IRCPA\nneill 
0 0 1 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
468 1656 4916 0 0 0 

IRCPA\TLITwfrcmbr 
366 1394 3772 0 0 0 

IRCPA\LINETTE-HP308$ 
35 109 281 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
18 57 118 0 0 0 

administrator@ircpa 
0 0 0 171 639 2034 

guest 
0 0 0 2 6 14 
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1.19 - KYLE-HP400 
 

Operating System Windows 10 Pro 

DNS Name(s) kyle-hp400.ircpa.org 

IP Address(es) fe80::80bb:fe3f:ae04:feb9%2,176.16.19.64 

 

Interactive Logon (logon at keyboard and screen of system) 
 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\linette 
24 44 44 1 1 1 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
776 1762 1762 0 4 4 

IRCPA\TLITwfrcmbr 
566 1307 1307 0 0 0 

IRCPA\LINETTE-HP400$ 
31 68 68 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
3 3 3 0 0 0 

administrator@ircpa.org 
0 0 0 30 66 66 
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1.20 - milliehpz240 
 

Operating System Windows 10 Pro 

DNS Name(s) milliehpz240.ircpa.org, spoolyz240.ircpa.org 

IP Address(es) fe80::68c8:dda7:80ae:676d%11,176.16.19.10 

 

Interactive Logon (logon at keyboard and screen of system) 
 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\spooley 
26 38 38 5 5 5 

IRCPA\shelms 
4 8 8 0 0 0 

IRCPA\ssavage 
6 8 8 1 1 1 

IRCPA\generic 
4 6 6 1 1 1 

IRCPA\GWILLIAMS 
1 1 1 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\TLITAdmin 
471 807 807 0 0 0 

IRCPA\Administrator 
391 699 699 0 0 0 

IRCPA\milliehpz240$ 
28 47 47 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
6 10 10 0 0 0 

IRCPA\gwilliams 
1 1 1 0 0 0 

administrator@ircpa 
0 0 0 21 30 30 

administrator@ircpa.org 
0 0 0 21 30 30 

guest 
0 0 0 2 3 3 
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1.21 - REMOTE-TL 
 

Operating System Windows 10 Pro 

DNS Name(s) remote-tl.ircpa.org 

IP Address(es) fe80::8c22:bd00:80e5:e0ad%5,176.16.19.100 

 

Interactive Logon (logon at keyboard and screen of system) 
 

 

No failed logons 

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\TLITwfrcmbr 
4 4 4 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\TLITwfrcmbr 
814 1141 1141 0 0 0 

IRCPA\administrator 
739 1109 1109 0 0 0 

IRCPA\REMOTE-TL$ 
33 51 51 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
3 3 3 0 0 0 

administrator@ircpa.org 
0 0 0 30 45 45 
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1.22 - RKNIGHT-DESKPC 
 

Operating System Windows 7 Professional 

DNS Name(s) rileyknight-deskpc.ircpa.org 

IP Address(es) fe80::9d63:c248:6617:303c%15,176.16.19.39 

 

Interactive Logon (logon at keyboard and screen of system) 
 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\robb 
17 47 68 1 3 4 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\administrator 
757 3232 4353 0 3 3 

IRCPA\TLITwfrcmbr 
465 2006 2687 0 0 0 

IRCPA\ROBBIEFOX-deskpc$ 
44 181 239 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
6 145 225 0 0 0 

administrator@ircpa 
0 0 0 30 138 186 

guest 
0 0 0 2 8 11 
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1.23 - sketteringprodskhp 
 

Operating System Windows 10 Pro 

DNS Name(s) sketteringprodskhp.ircpa.org 

IP Address(es) fe80::8c90:46f5:49f1:2d3a%5,176.16.19.101 

 

Interactive Logon (logon at keyboard and screen of system) 
 

 

No failed logons 

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\ssavage 
4 4 4 0 0 0 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\Administrator 
360 360 360 0 0 0 

IRCPA\TLITAdmin 
232 232 232 0 0 0 

IRCPA\sketteringprodskhp$ 
14 14 14 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
3 3 3 0 0 0 

administrator@ircpa 
0 0 0 12 12 12 

guest 
0 0 0 1 1 1 
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1.24 - SUSANHPUPGRD 
 

Operating System Windows 10 Pro 

DNS Name(s) susanhpupgrd.ircpa.org 

IP Address(es) fe80::20f9:9fef:618d:2dd2%6,176.16.19.87 

 

Interactive Logon (logon at keyboard and screen of system) 
 

  

 

USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\shelly 
16 30 30 0 1 1 

 

Network Logon (logon for remote access to a system 
resource, such as a shared folder) 
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USER 

SUCCESSFUL LOGONS FAILED LOGONS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

PAST 
24 

HOURS 

PAST 7 
DAYS 

PAST 
30 

DAYS 

IRCPA\TLITwfrcmbr 
767 1647 1647 0 0 0 

IRCPA\administrator 
659 1365 1365 0 0 0 

IRCPA\SHELLYHPUPGRD$ 
31 65 65 0 0 0 

NT AUTHORITY\ANONYMOUS LOGON 
3 3 3 0 0 0 

administrator@ircpa 
0 0 0 30 63 63 

administrator@ircpa.org 
0 0 0 30 63 63 

guest 
0 0 0 2 4 4 

  


