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WHY IS THIS IMPORTANT? 

 

    
 Vulnerability scanning helps businesses secure 

their networks by identifying and addressing 
vulnerabilities in public-facing and private-
facing assets that could be exploited by a 
hacker. 
 

We conducted a vulnerability scan of your 
environment and found the following issues: 

 

  

ISSUE SEVERITY 

CPython is prone to a man in middle 
attack and an arbitrary code execution 
vulnerability. 

10 

OS End Of Life Detection. The Operating 
System on the remote host has reached 
the end of life and should not be used 
anymore. 

10 

The OpenSSL version on the remote host 
has reached the end of life and should 
not be used anymore. 

10 

The Python version on the remote host 
has reached the End of Life (EOL) and 
should not be used anymore. 

10 

The installed version of jQuery on the 
remote host has reached the End of Life 
(EOL) and should not be used anymore. 

9.9 

+72 more  
 

 

    

 Businesses that do not perform 
vulnerability scanning leave the network 
open to attack, loss of data, and potential 
ransomware. 
 

Protecting your uptime and proactively 
removing hacker footholds is beneficial for 
the business’ endpoint productivity and 
employee morale. 
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